Re: Apache Log4) Vulnerability

December 13, 2021 — Delta Controls’ first priority is to make sure our customers’ data is protected
and our systems secure.

As you may be aware, a vulnerability was recently discovered related to Log4j - also known as
Log4Shell - a Java-based logging system used by various companies around the world. Log4j library
in Java is used to keep a record of all activity in an application.

About the Vulnerability

Log4j can allow an attacker to control and execute code and gain access to a computer system or
server when exploited correctly.

Customer Impact

This vulnerability does not impact Delta Controls customers as our products do not utilize Java-
based applications that use Log4j 2 versions 2.0 through 2.14.1. At this moment, there is no risk of
exposure to this vulnerability and customers do not need to take additional steps to secure their
servers or applications.

We are constantly assessing the situation and will provide further updates as necessary.

If you have any questions or concerns, please reach out to Technical Support at
technicalsupport(@deltacontrols.com

Kind Regards,

Christian Miranda
Cyber Security Manager
Delta Controls Inc.
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